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Company Introduction

Founded in 2002 & specialized in design and development of security IC (ASIC)
Supplying anti-replication IC, loT security IC and Al Solutions (Al semiconductor IP & SW, Al Models)

16 distributors in China, Taiwan and

Japan, 7 in Korea

Performing R&D tasks such as Al NPU, PIM & Homomorphic Encryption (PQC)

Neowine Co., Ltd
Overseas Sales Network(No.

Cumulative

Sales Quantity

120 miillion

of distributors)

o

Beijing(2ea)

Q

Tokyo(1ea)
Shanghai(3ea)
Shenzhen(6ea)
o Taipei(2ea)
Gwangju(2ea) ()

More than
2,000 corporate

customers
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Company Introduction

Development & Supply of Anti-replication IC, Al Solutions, and loT security IC

ALPU-AB ®
- & -

ALPU Series

(Anti-replication IC)

DALPU Series

Al Solutions (IoT Security IC)

(IP, Search, educations )
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Security IC

1. ALPU Series — SW Protection

Security IC to prevent illegal copy of system S/W of electronic devices

e ALPU-A/B/C: Product certification through certification between MCU and security IC

High performance illegal copy protection IC Built-in OSC 16MHz Built-in POR
Advanced En/Decryption Standby current TuA/30uA(1.8V/3.3V)
Two power mode: Active-mode and Active current 300uA

Standby-mode 12C interface

Provide 128bits OTP cells for user serial code Package type SOT23-6L 1.6 x 2.9 X1.1 mm
Power select (1.8V/3.3V)

0 Security IC for vehicle, AEC-Q100 Grade 1 (-40 ~ 125°C)

Firmware copy protection IC Provide 128 bits OTP cells for user serial code
AEC Q100 Certification Power select (1.8v/3.3v)

Unique group ID 12C Interface

Unique serial No. Package type SOT23-6L 1.6 x 2.9 x1.1 mm

Advanced En/Decryption

e Gen-FA: User programmable anti-replication IC
Firmware copy protection IC, AES-128, SHA-256, 12C, Power 3.3V, 32Kbits EEPROM

e ALPU-A1M: Raspberry Pi based Anti-Replication Module =—————p
Firmware copy protection Module, AES-128/SHA-256, 12C, Power 3.3V, 32Kbits EEPROM
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Security IC

1. ALPU Series — SW Protection

* Can prevent dead copy through authentication between MCU and ALPU-CV

°* NO ALPU NO WORK
MCU & ALPU Block Diagram

Processor (MCU) ALPU-CV

Authentic product Dead Copy

BBytes)

Encryption

Without
ALPU??

Transmit TH_DATA Receive
(16 Bytes) ENC Data 16Bytes

Decryption

System
Data

Libra Cipher
i Module

Wait for next

command
Read request

Transmit Cipher Text Transmit
EMC Data 16Bytes Result

Process

Decryption

NO ALPU NO Work

Properly work with ALPU

System Halt
(false operation)
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Security IC

1. ALPU Series — SW Protection

\LVE QY4 Can be applied to various kinds of ADAS & Al application

—

/BE!

Facial recognition & drowsiness prevention device
[Firmware Protection]

: A\ 4 = " :
Drowsiness prevention device
[Firmware Protection]

®

Parking assistant device S‘;/’ Motor device

[SW Counting for royalty] : [Firmware Protection]
Al IP Camera [Firmware Protection]
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Security IC

1. ALPU Series — SW Protection

Raspberry Pi based Anti-Replication Module

Network Switch

<ALPU-A1M : Anti-Replication Module>




Security IC

2. DALPU Series - Crypto

PKl-based crypto algorithms for data authentication and crypto processing is implemented
There are IC-typed DALPU4, USB-shaped DALPU-USB, and modular-typed DALPU-D4M.

DALPU4

KCMVP

|IC-type, applicable for data crypto and certification

ECC, RSA, AES, SHA, TRNG, EEPROM, PUF, SPI 2Ch Low
Active T0mA, Sleep 50uA Power
Package type TQFN 4 x 4 mm 24L

USB interface support, applicable for data crypto and certification

DALPU-4

DALPU-USB

DALPU-DAM

ws \When developing Rasberry Pi-based products
= Applicable for data crypto and certification
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Security IC

2. DALPU Series - Crypto

* Brakes, steering, airbag and entertainment systems of connected cars are at risk of being hacked
* Keep your valuable life with DALPU

Automotive Hacking Automotive Hacking

E‘ .. 45, .f" _u.'..; ut.

CONTROLS/STEERING

@ HACKED
e AIRBAGS

e Secure Boot

e Secure Firmware Update —
¢ OTA Secure Firmware Update ArHAcKED ENTERTAINMENT
e Secure Communication BRAKES SYSTEM

Various communications and software systems
leaves automobiles vulnerable to attack

(Leowine @



Security IC

2. DALPU Series - Crypto

DALPU can be applied to smart home & factory devices to protect data and prevent hacking

| Smart Home loT Security Smart Factory loT Security

loT Control App .

Temperature &

1 Humidity sensor

e
=\l
‘ PFOIES
- neowine : @W
OpenSSL \ S;‘:'E‘;Sh'z CO2 sensor
HTTPS 2
1))
N SR A '\71;/ )
‘/\‘- } Motion Wirel
TLS 1.3 Cipher Alg. adopt detection Ne";ilszs

subscription+ Al Sensor
Ope SS - 5
HTTPS Router

o
VOC sensor

A\

lloT Security (Senser Network)

Smart Home loT Security
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Al Business

1. Al semiconductor IPs & ONNX-based SW for loT edge devices

Al semiconductor IP & Compiler Key Features

HARDWARE (SoC)

CPU CORE SRAM

[RISC-V or ARM] (ONNX FIW, C-Model]

! !

X[ (Advanced eXtensible Interface)

Cache

[Data/ Command]
Diret Moy Aces
NPUIINewalFm‘e:‘-sin_q\.mit] 1—, i
[Faalld FPU AW ONNK ATRTL)

NPU 72 % A 21 74|

AI2E Sy

g2 94t
ONNX 7]tk
ALz SW A

A& CIHOIAS A3 AL A [PS}
ONNX7IEe] ATz s

SOFTWARE

ng&ﬂ@
I

ONNX Model

=

Computational Graph Generator

[Operator Fusion/Quantization/Pruning]

IR Generator

[ Convesting computational graphto R o optiize for HW ]
|

Backend Code Generator

(code generation for HW]

o e N
(PU

NPU FPGA

Product Usage

Product Features

Usages Areas

Al semiconductor design IP for real-time high-speed operation of
edge Al models, and compiler software for optimal execution of
Al models

 NPU IP
- 4 TOPS
- 1,024 MAC Array Processor
- - Support for 14 operators including convolution
« SW (Compiler)
- ONNX structure -
- Support for Al models based on TensorFlow and PyTorch
- Optimization through quantization and operator fusion
Al SoC is under development through R&D

« Fabless company

» FPGA-based Al Service development company

» Edge Al semiconductor development and research institution
(such as schools, R&D institutions)

» Al module development company (such as Al CCTV, Al robot)
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Al Busi
1. Al semiconductor IPs & ONNX-based SW for loT edge devices HoIness

¥ (NIPA) Development of Al Semiconductor IP
e Setting up the H/W Development Environment/
« Zynq Ultrascale+ 2! Xilinx FPGA VMK-180

o
Application
A / Tutorials PyTorch L
< |P Desi gn> - R Eramework (Image /Sound Clzssffication) Deep Learning Framework

\PU

- :
L S/W
T | [ o — 4
e et Rl . i

Tools

ONNXModel ONNXModel
Compiler Tool Optimization Tool

A

®
- -

- gy

e - DIL Framework ¢ ONNK Tools|/F APl
Wi B ot o Libraries FPGA AcceleratorAccess APl (Congle Tl priztonTod Ve Eqot KMo
v N avar b
| G VR o Tl e

FU Dased
HIUETCEI ONNX Operato
UUDEra

’

. 6 Tensor Operators
et | | KW UCLCENR 4BasicOperators | o o b e, | 2mageOperators 2AIFOper_ators
| a6 Accelerator (Add, Sub, Mul, Div) Wentty,Cast BN) {Conv, MaxPaol) (ReLU, Leaky-ReLU)
< Xilinx VMK-180 > \

NPU IP and S/W Development

(Leowine @



Al Busi
1. Al semiconductor IPs & ONNX-based SW for loT edge devices HOInEss

¥ (NIPA) Development of Al Semiconductor IP
e NPU Supported Models
* Object Detection Model : Q-MobileNetV2+SSD, Q-YOLO

NPU inference Demo Video

[\eowine @



Al Business

2. Al-based Counterfeit Product Recognition System

¥ (NIPA) Establishment of Al-based Counterfeit Product Recognition System
® Al-based Counterfeit Product Recognition System

* With the increase in imports and overseas direct purchases, the number of detected cases of counterfeit products has
risen [The number of cases increased from 34,624 in “21t0 62,326 in ~22]

Number of Cross-border E-commerce

Imports by Country (in 10k) Status of Counterfeit Imports Detection
202453 A7 Z|1=
) X AITHALZI S ZISHOH 22 THAIOIA] ISl 52U
1,000 s3I uIS
900 =248
7811 = (83.6%)
800
700
600 -0
ZHasS
500 -z 6531 5
(69.9%5)
300 e o= 75(8.0%)
- h SHENRNEuE =oI1FI=a41(4.4%)
200 I 20(2.1%)
00+ f———

164 et 188 198 b Choser~
HEeIX| ZIXy 20240815

* Every year, over 50,000 new registrations of intellectual property rights (design rights) are made
* The limited manpower poses challenges in carrying out the task of detecting counterfeit products ~‘cowine G



Al Business

2. Al-based Counterfeit Product Recognition System

¥ (NIPA) Establishment of Al-based Counterfeit Product Recognition System
As-Is To-Be

Existing Workflow Process (Customs officers inspect counterfeit
goods with the naked eye)

Al-Driven Analytical Workflow Process

g'm

Design drawings {l]‘f products from Company A Company B Company C Company D

O Frequently detected product categories from major domestic and international I
manufacturers are utilized for information |

O Dependence on the skill level of workers when trademarks are absent on products.
O Increasing trend in the number of suspected counterfeit products

Manufacturer A

| ¢ Y
o Suspected counterfeit products | Suspected counterfeit products . . . A
What manufacturer's products are they.? Request for design drawings

e ——————

Design drawing images

Al-based server

for matching current item photos
with design drawings

Capture and upload of actual item photos

4
Contacting the rights-holding company
based on matching results

.

<CompanyC>

Receipt of Al-based matching results

Suspected counterfeit products

Designation of Secondary Determination of
Suspected Infringing Inspection Suspected
Goods through Opening Infringement

Notification to the
Right Holder

X-ray. Inspection
(1st Stage)




Al Business

2. Al-based Counterfeit Product Recognition System

¥ (NIPA) Establishment of Al-based Counterfeit Product Recognition System
@ Data Collection Al Model Training and Testing

Traiing

ool T 008 vt Gl — |
Pipeine

Draing < Real =T SinCLR ~Draving Festre™ Caesom 2 = Moy~ s
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§
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Mot Dol Mk b b W el Dy

ToenCut o CLP ~=catoy™ SinLR —Featre™ Aoy 2 —umbers Rt

S
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Al Business

2. Al-based Counterfeit Product Recognition System

¥ (NIPA) Establishment of Al-based Counterfeit Product Recognition System

e Al Model Training and Testing Evaluation of Satisfaction at Pyeongtaek Customs
N
D Topr Accurac 744 ) -
v 1.1 VerificatioR : 39.9%AUROC Score) o () Individual survey scores
(Conditons | Major ategories S——
FPR.TPR ROC Curve Home Appznces MMME|MPM| IT Products Toys & StaioneryFeshion Auessores
mr: " ] Nomal | 10000 | %600 | 10000 | %67 | 930 | %00 Item {Company name| Convenience|Response sneed | Stability | Accuracy | Relabilty | Satisfaction | AVerage | Rank
/ Ggtg | Dm | 000 | ue | %4 | 83 | we | ag
u | VeyDin | 10000 | W00 | 9 | @50 | %% | o [ | NEOWNE | 418 46 A Y
{ ' R | 000 | %0 | YR | %0 | K% | U0
fu — o | %0 | 98 | 99 | K% | %
: y ] No 0] 16 I . a0
2 / - o s | o0 | w0 | 5e | w3 O Scores by mormng/afternoon partlupants
éga T T
: * Top-3 Accuracy99.4% Participants  Company name Convenience [Responsespeed Staility | Accuracy | Reliabilty | Satsfaction | Average
/’ ‘ ha .
! = AC e Condons Mo Cateoris Cl Morning NEOWINE 4” 367 383 433 417 433 408
' :::1:’: f:::‘” el Bty o Autmmfwevaml T Producs o et s
- Nomsl | 1000 | 00M | 0000 | %6 | 1000 | 1000 Mernoon. | NEOWINE | 400 | 450 | 475 | 450 | 425 | 375 | 4D
00 0 04 06 08 10 ) P~
—— Gghig | Om | 10000 | 10m | 000 | %00 | w000 | 10000 7
VeyDim | 10000 | 10000 | 0000 | %M | 1000 | 10000 Aerage 48 | 40 | 4% | 40 | 42 | AW ‘\4-19
Y | 10000 | 10000 | 10000 | %00 | 10060 | 10000
bcued . . . )
e o | o | o | 99 | o | The on-site evaluation resulted in our consortium
Overdl 10000 | 1000 | o000 | o8 | 10000 | 10000 being ranked number one with a score of 4.19 out O;I:r 5. .
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Al Business

2. Al-based Counterfeit Product Recognition System

¥ (NIPA) Establishment of Al-based Counterfeit Product Recognition System
® Mobile App Development Demo Video of Item Recognition and Inference

Item selection for shooting y >’ Design rights matching results

TOP1

Ol \ a1 ’
z / O 1 75.9%
&/} / A 5]
#H09: $U8
Ch101% : ABCOE
2  BLCTISYTLETE TR
£E9Y g
F8%:2010-05-01
$841 : 300000000
9129 2030-05-01

T0P2

| - [u——
T

BEYY: MaYA E § E
819 : 300000000 ! _*_ || |

21291 2030-05-01

i b s e s PP st i i AP

Past [

(0] Transmission ( Main screen -
records |\ j Past matching records (O]

11 @]

(\leowine @



Al Business

3. Al model for recognizing license plates on parked vehicles

¥ Implementation of License Plate Recognition Al Algorithm

® Image Collection and Implementation of Al Algorithm
* Detector Model : Yolo
e OCR Algorithms : LPRNet ST Unit (%)
» Quantization, Image Processing Oudficense plate

(1996~2006)

97 17%

New license plate 99.99%
(2006~2019)

Reflective film 97.17%
type plate(2019~)

= Accuracy : 99.7%

A

0,
Eco-friendly car- 100.00%

specific license
plate (2017 ~)

Corporate vehicle-
specific license
plate(2023~)

100.00%

Integration 99.77%
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¥/ : : Al Busi
3. Al model for recognizing license plates on parked vehicles HSIness

¥ Implementation of License Plate Recognition Al Algorithm
e Demo Video of Al License Plate Recognition

Veowine

= fa —
- = 06110465]|583t

[\eowine Q



4. Al CCTV Surveillance System Al Business

® Al analyzes fires from CCTV (IP) video signals and provides real-time notifications to users
- Al model based on YOLO

- Securing fire-related datasets and training Al model
- Performance : 97%(HD), 98.7%(FHD)/ Recognition Speed : Under 50ms

Al CCTV Surveillance System Key Features

. - L (Video Product Usage Al CCTV video security system that uses artificial intelligence to
VIR Mag;sgt:m]ent 9 analyze fire and provide real-time alerts to users
B R WOA iR ¥ |
W g

¢ Al models based on YOLO are applied

- Al flame detection model

- Al smoke detection model

- Al vehicle number recognition model
* Product

- IPC, Al inference server, VMS server, and monitor

Product Features

¢ Supply of CCTV-based video security systems
- Fire (smoke/flame), vehicle, and access management
Usages Areas * Supply of Al models
- Flame, smoke, and vehicle license plate recognition
Al models

(\leowine @



Al Business

4. Al CCTV Surveillance System

¥ Fire & Smoke Detection DEMO

[\eowine @



5. MPCs (Solution for reducing semiconductor development costs and development time)

M |In semiconductor development, more advanced fabrication processes lead to
skyrocketing costs and longer timelines, requiring a solution to this challenge

In a 3-nanometer process, the development cost is approximately 860 million dollars.

TSMC Intel Intel TSMC

Process
m Adjust

| Factor | sqmm | sqmm | sqmm_ mmmm—zu
mmmmmmmm

130 1,200 540,000
65 4 28.5 12 3,000 729 4.1 6,925,500
28 22 513 12 3,000 729 4.1 12,465,900
16 28.9 44.7 333 129 14.9 66 106.3 12 5,000 729 6.9 15,498,540
10 53.0 106.0 52.0 7.1 10.1 169 1744 12 8,000 729 11.0 15,892,200

7 97.0 180.0 95.0 5.1 7.1 345 297.8 12 10,000 729 13.7 21,709,620
173.0 300.0 127.0 542.2 16,000 21.9 24,703,988
-lmmmm--
490.0 4,225 1,200.0 25,000 343 34 992 000
14 8,622 2,000.0 12 30,000 729 412 48,600,000
[Leowine @
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5. MPCs (Solution for reducing semiconductor development costs and development time)

w The proposed MPCs approach uses common dies for high-cost IPs and special dies for custom development

™ This setup allows companies to purchase the common die without additional development, package it with the
special die, and thereby reduce both development costs and time.

As-ls : SoC architecture To-Be: Multi Die

CPU & SW

CPU & SW GPGPU
DRAM I/F DMA/Cache

PCle/USB APB Bridge DRAM I/F
& Peri

Security 1/0

Chiplet Chiplet
PCle / USB I/F I/F

AXl BUS

SerDes SerDes

ISP / HEVC ETC. Design #N

GPU/NPU : Special
: Design

MPCs Common Die MPCs Special Die

Ethernet

Traditional semiconductor development requires purchasing I

expensive IPs, resulting in high costs and long development = * MPCs: Multi Project Chiplet by Security

times. Wafer (Leowine @




5. MPCs (Solution for reducing semiconductor development costs and development time)

W Expected to be applied in high-performance security semiconductors, AloT sensor products, Al-based drones,

Al-robots, and Al-camera development

To-Be : Multi Die

CPU & SW GPGPU

DRAM I/F
Chiplet Chiplet

PCle / USB IE ¥

SerDes SerDes
ETC. Design #N

MPCs Common Die MPCs Special Die

L] Al
........
L] L]
lllllllll

* MPCs: Multi Project Chiplet by Security

High Performance Security

- Post Quantum Cryptography; PQC
- KCMVP Certified Chip
- Homomorphic Encryption

- 1G ~ 10Gbps SSL

- Various sensor inputs
- Various control outputs

- Drone, Robot etc.

(Leowine @



Thank You !

www.neowine.com

TQQOwinQ For the Secure world
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